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OVERVIEW AND USER ACCOUNT STANDARD OPERATING PROCEDURES

23 JULY 2003

Defense Collaborative Tools Suite (DCTS) Overview and User Account Standard Operating Procedures

DCTS is the standard for collaborating and sharing work on the RIPRNET (GCCS-K network).  DCTS was first used in the Korean Theater on a test basis during RSO&I 03.  Its use is being further expanded for UFL 03.  There are three main objectives for DCTS use in UFL 03:

1.  Support the Commander’s Synchronization Briefing.

2.  Continue Collaborative Planning and testing among the CJ3 staff.

3.  Expand the use of DCTS to the other staffs in theater.

Full fielding will be completed before RSO&I 04.

This SOP provides a DCTS overview and establishes procedures for creating and maintaining DCTS user accounts.  As DCTS is a new system to this theater, it is likely that these procedures will change rapidly and become more formalized.

These procedures apply to all personnel who desire to use DCTS resident on the RIPRNET (GCCS-K network).

Hardware and Software Requirements

It is recommended that the CPU speed be at least 1 GHz with 512K RAM.  While DCTS was tested on a system as slow as 333 MHz, CPU usage fluctuated between 85 and 95% consistently while only running the basic DCTS web page.

Internet Explorer 6 and NetMeeting 3.01 must be installed on the computer for DCTS to properly function.  The use of Netscape or earlier versions of Internet Explorer or NetMeeting causes DCTS to lose some of its functionality.  If these programs are not loaded on your GCCS-K system, call the GCCS-K help desk to initiate a trouble ticket to get this software loaded on your system.

Overview

DCTS is structured into buildings, floors, and rooms.  These buildings generally represent C and J staff sections or separate organizations; floors are C and J staff divisions; and the rooms are the actual conference rooms where collaborative planning is conducted.  Access to these rooms is coordinated by the DCTS administrator and controlled by organizational POCs.  The user can only enter those rooms his user ID has permission to access.  This allows semi-private conferencing and the ability to leave files in rooms for other users with access to that room.  

In addition to this overall structure, DCTS has the following general features:

1.  Awareness:  know who has access to the room you are in as well as knowing which users are currently on line.

2.  Space Storage:  You are able to store files in a room so that other authorized users can access, review, and modify those files.

3.  Briefcase:  This is your personal storage account on the DCTS server, which allows you to carry files from one room to another as you navigate through conference rooms.  This feature also gives you the capability to change your physical location and still be able to access your files.

4.  Group Chat:  Send text messages to everyone or individuals in a DCTS room.  None of the users in the room are required to be in a NetMeeting conference to send these text messages.

5.  Conferencing through NetMeeting:

    a.  Program Sharing:  Share your work with other people in a chat room.  They do not have to have the program (e.g., PowerPoint, C2PC) loaded on their computer to observe your work.  You may also allow them to make changes to your work if you activate the “Allow Control” button.

    b.  Chat:  Send text messages to everyone or individuals in a conference room.

    d.  Whiteboard:  Collaborate with others via graphic information.  An example of using the whiteboard would be to import a map and then allow a group to collectively draw general routes, boundaries, or overlays.

    e.  File Transfer:  Transfer files to an individual or everyone in the NetMeeting conference.

    f.  Audio Conferencing:  If audio software is loaded on your computer, you are able to talk to others in the same room.  This provides a secure means of communication of up to and including SECRET ROKUS without having to use a STU III or STE.

    g.  Video Conferencing:  While possible through this application, this feature is bandwidth intensive.  Therefore, it is not normally available to the user.

Applying for a DCTS User Account

Even if you have a DCTS account somewhere else, to use DCTS on the RIPRNET (GCCS-K Network) you will need to apply for a new DCTS user account.  

Applying for your DCTS account is a two-step process: (1) applying through the DCTS web page and (2) sending an application message to the DCTS system administrator e-mail account on the global e-mail system (NIPRNET).

1.  Applying through the DCTS web page: Applying through the DCTS web page allows you to select your user ID and password, even though your account will not be immediately activated.  The advantage of this system is that it allows you immediate access to your account once it is activated; it is no longer necessary for you to wait for someone to provide you a password through channels.

    a.  As GCCS-K systems are updated, there should be an Internet Explorer (IE) icon on the desktop.  To start IE, double-click the left mouse button on the IE icon.  

        (1)  If there is no IE icon on the desktop, click the “Start” button, highlight “Programs”, and left mouse click on “Internet Explorer.”  

        (2)  If Internet Explorer is not listed under “Programs”, click on “START”, “Find”, then “Files or Folders”.  Type “iexp” and press enter.  Double click on the Internet Explorer icon, which will open Internet Explorer.  

        (3)  If there is no IE icon in the file search, IE is not loaded on your computer.  You may still apply for an account through the Netscape web browser, but you will need to have Internet Explorer 6 and NetMeeting 3.01 loaded on your system to use DCTS.

    b.  Internet Explorer should open up to the DCTS homepage.  If it does not, type in the destination bar http://tadd01/korea.smil.mil and hit return.  A web page titled “Dashboard System Welcome” should open on your screen.  Press the “Self Registration” hot link.  Enter the requested information in the appropriate blanks.  The following additional information is provided:

        (1)  Full name: Provide your full name as it appears in the GCCS-K address book.  Organizational or group user IDs are normally not permitted.

        (2)  E-mail address: Provide your GCCS-K address.

        (3)  Contact number: Enter your normal duty DSN telephone number.

        (4)  First Choice User Name:  It is recommended you use your GCCS-K user name, this greatly increases the probability that you will get your first choice.

        (5)  2nd and 3rd Choice:  Not required, but will prevent having to contact you if somebody else is already using your first choice.

        (6)  Account Password:  Requires an eight character strong password, i.e., at least one of each of the following types of characters: lower case letter, upper case letter, and number.

 2.  Sending an application message to the DCTS system administrator e-mail account on the global e-mail system (NIPRNET):  Generally, the new user will be allowed access to the Public Conference Center (a building to which everyone has access) and the building of the organization to which he belongs.  For example, a member of the CJ-3 staff will automatically be granted access to all floors and rooms in the CJ-3 and the Public Conference Center.  Sending an e-mail message to the DCTS NIPRNET e-mail account gives you the opportunity to apply for access to rooms outside of your staff section as well as identifies the staff section or organization to which you belong.  

    a.  Determine which rooms to which you require access.  The buildings, floors, and rooms are:

Command Group

CJ-1

CJ-2

CJ-3

CJ-3

ADMIN

AMDD

AVN

BCD

CESC

CSCT1

CSCT2

CSCT3

ED

FP

KOIN

NEO

OPS

OPS PUBLIC

CDR’S SYNCH BRIEF

CDR’S SYNCH BRIEF 2

CDR’S SYNCH BRIEF COP

PLANS

Capes

Io ia cell
SOF

CJ-4

CJ-5

CJ-6

Cjccc

jcisa
USFK MAIN

CRAC
OSAN A6

FUTURE OPS

SYSCON ROOM

DCTS TRAINING FACILITY

CONFERENCE FLOOR

BRIEFING 

PROJECTI (sic)
SMALL BR

PUBLIC CONFERENCE CENTER

CONFERENCE ROOM 1

CONFERENCE ROOM 2

CONFERENCE ROOM 3

CONFERENCE ROOM 4

CONFERENCE ROOM 5

    b.  Send an e-mail message to the DCTS System Administrator.  The current system administrator is: Mr. Reis, J3 KOIN, 723-7918, mailto:reisj@usfk.korea.army.mil.  In the message, notify the DCTS System Administrator that you applied for a DCTS account.  As a minimum, include the following information:

        (1)  Full Name

        (2)  DCTS User ID

        (3) Organization

        (4)  Request for access to rooms outside of your organization with justification

        (5)  Additional phone numbers where you may be contacted if different from the DSN phone number you entered on the DCTS Self-Registration web page

    c.  Your request for access to additional rooms will be sent to the organizational POCs for each of the buildings outside of your organization for approval.  Once approved, access will be granted.  Permission to access buildings, floors, and rooms may be changed later, by sending an e-mail message to the DCTS System Administrator.

User Account Maintenance

There is no scheduled maintenance required of the account nor are you required to change your password every 90 days.  However, it is highly recommended that you keep your account information current and regularly change your password.  

You are able to change your own password through the DCTS program.  To change your account information, send an e-mail message to the DCTS System Administrator.  The current system administrator is: Mr. Reis, J3 KOIN, 723-7918, mailto:reisj@usfk.korea.army.mil.

Periodically, user accounts will be checked for usage and confirming user account information is current.  If the information is not current, an attempt will be made to contact the user through GCCS-K, NIPRNET, or telephone number.  If the user cannot be contacted, the account will be blocked or deleted.  If the account is blocked, contacting the system administrator and providing the required information will unblock it.
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