Communications Training Opportunities

Korean Theater of Operations

Calendar Year 2002

(current as of 1 Mar 2002)

NOTE:  All training is subject to cancellation or change, based on participation and class availability.

	Sponsoring Organization
	Course
	Description
	Target Audience
	Length
	Date

	NSA
	Interagency OPSEC Fundamentals Course
	This course is designed to provide federal employees and federal contractors with basic working knowledge of OPSEC as described by NSDD-298
	Those needing basic OPSEC information or those needing a refresher.
	8 hours
	19 April 2002

	NSA
	OPSEC Program Managers Course
	This course is designed to provide the OPSEC Manager/Coordinator, whether new or experienced, with the skills and knowledge to develop or improve an OPSEC program.  The instructional journey begins by realizing there are barriers to establishing a successful OPSEC program.  Each module is designed to address specific topics required of the manager to build the infrastructure for their organizational OPSEC program.
	OPSEC Managers or those who want/need more in-depth knowledge of OPSEC.
	36 hours
	22-26 April 2002

	DISA
	DITSCAP
	This course consists of a 2-day overview of the Department of Defense Information Technology Security Certification and Accreditation Process (DITSCAP), covering the activities, tasks and steps within each phase of the process, followed with a 3-day workshop implementing the material discussed in the first two days in developing an SSAA.
	System Administrators.
	5 days
	6-10 May 2002

	NSA
	Transmission Security Course
	This course is an introduction to Transmission Security and the information presented will cover non-technical and some technical applications of TRANSEC.
	Those needing basic TRANSEC information or those needing a refresher.
	24 hours
	13-15 May 2002

	DISA
	Windows 2000 Security
	This course focuses on security as it pertains to Windows 2000 networks. This workshop will provide insight on the various ways systems can be secured, while retaining a functional environment for users who need to access it. We will also address current vulnerabilities and how to better secure your system with the use of 3rd party tools and utilities.
	System Administrators.
	5 Days
	20-24 May 2002



	Defense Information Technology Center – Far East
	Administering Microsoft Windows NT 4.0


	This course provides students with the knowledge and skills necessary to perform post-installation and day-to-day administration tasks in a single-domain or multiple-domain Microsoft Windows NT®-based network.


	NT administrators/ IMOs.


	3 days
	29-31May 2002

	Defense Information Technology Center – Far East
	Microsoft Windows 2000 Network and Operating System Essentials


	This course is to provide individuals who are new to Microsoft Windows® 2000 with the knowledge necessary to understand and identify the tasks involved in supporting Windows 2000 networks. This is an introductory course designed to provide an overview of networking concepts and how they are implemented in Windows 2000.
	Those needing information on Windows 2000 Networks.
	3 days
	3-5 June 2002

	NSA
	Introduction to INFOSEC
	This technology based training (TBT) course provides an overview of the multi-disciplined practice of Information Systems Security (INFOSEC).  The course addresses not only INFOSEC guidelines and policies, but also the basic INFOSEC elements of Communications Security (COMSEC) and Computer Security (COMPUSEC).  The course concentrates on information processing and outlines user responsibilities for handling data being stored, transmitted or processed.
	Anybody who has contact with information systems. Those needing basic information on INFOSEC or those needing a refresher.
	8 hours
	13 June 2002

	NSA
	Introduction to Computer Security
	This course provides an introduction to computer security for personnel at all levels of the NSA/CSS organization.  It meets the requirements in Public Law 100-235.  Each Federal agency shall provide for the mandatory periodic training in computer security awareness and accepted computer security practices for all employees.
	Anybody who has contact with computer systems.  Those needing basic information on COMPUSEC or those needing a refresher.
	8 hours
	14 June 2002

	NSA
	National Information Security Course
	This course is a survey of the nature of, and the threat to, US INFOSEC systems, their vulnerability to exploitation, the means available to counter the threat, and basic problems of INFOSEC management.
	Anybody who has contact with information systems.  Those needing more in-depth knowledge of INFOSEC.
	40 hours
	8-12 Jul 2002

	DISA
	Implementing Web Security
	This course shows how to: secure Web servers and browsers; protect a Web client to minimize risks from applets, scripts, and viruses; exploit the features of your Web server and operating system to tighten security; use Secure Sockets Layer (SSL) to encrypt Web traffic; issue and manage certificates for browser and server authentication; and deploy proxy servers as part of a firewall to protect your Web servers and users.
	Web Administrators.
	5 days
	8-12 July

	DISA
	Windows NT 4.0 Security
	This course will focus on security issues as they pertain to NT networks.  The workshop will provide insight into ways a system can be secured while retaining a functional environment for the users.  This course will also address how the NT log on process is handled in different environments and explore encryption options for handling security.  Special attention will be paid to controlling object access, local and network registry settings, as well as the security enhancements expected with the release of Windows 2000 (NT 5.0).  
	Level II System Administrators.
	5 days
	9-13 Sep 2002

	DISA
	Windows 2000 Security
	This course focuses on security as it pertains to Windows 2000 networks. This workshop will provide insight on the various ways systems can be secured, while retaining a functional environment for users who need to access it. We will also address current vulnerabilities, and how to better secure your system with the use of 3rd party tools and utilities
	System Administrators.
	5 Days
	16-20 Sep 2002

	DISA
	Network Security and 

Firewall Administration, plus Designing Security Architectures
	Student will learn how to protect their organization’s proprietary data and network infrastructure assets by: building a security strategy, configuring a screening router, set up a firewall system, protect a host server running UNIX or Windows NT, and examine server control issues to prevent unauthorized access.  The student will come away with an understanding of the firewall system architecture, capabilities, and limitations.    
	System and Firewall Administrators, Network Managers.
	5 Days
	23-27 Sep 2002

	Learning Tree International
	Hands-On Project Management: Skills for Success
	You Will Learn How To 

· Produce a project plan with a high-win expectation 

· Plan and run projects using a clear 6-step method 

· Implement risk management techniques 

· Estimate task work with confidence 

· Recognize and practice the leadership skills needed to run a high-morale project 

· Use PC-based and manual tools for planning, scheduling and budgeting 

· Implement monitoring tools and controls to keep you fully in command of the project 


	Anyone involved in managing projects.
	4 days 
	24-27 Sep 2002 (tentative)

	Learning Tree International
	Hands-On Microsoft® Project
	You Will Learn How To 

· Plan projects, tasks, activities and the use of resources, using Microsoft Project 2000 

· Develop and schedule project timelines 

· Assign and optimize teams and resources 

· Manage costs & schedules for multiple projects 

· Track project progress to detect and avert impending problems 

· Produce essential management reports 

· Increase multiple project effectiveness with flexible workgroup and project reporting 

· Migrate existing project plans to Project 2000 


	Anyone involved in managing projects.
	4 days
	30 Sep-3 Oct 2002 (tentative)

	DISA
	DISA Telecommunications Seminar
	The premier global course that develops the DISN and process for negotiating long-haul communications through inception and sustainment.  This class includes information on long-haul communications, the provisioning process, telecommunications service requests, and telecommunications service priorities.


	Those dealing with long-haul communications, provisioning, requests for service, or telecommunications service priorities.
	4 days
	14-17 Oct 2003 

	Franklin Covey
	7 Habits of Highly Effective People
	In today’s business environment, it’s not enough to do things differently. You must do different things. The 7 Habits workshop will help you and the people in your organization change the fundamental way they approach their jobs, relationships, even problems and opportunities by: 

· Breaking common ineffective behaviors and tendencies 

· Creating high levels of trust 

· Developing strong interdependent relationships 

Once you see and think differently, you will act differently. And those actions will produce superior results. This sort of transformation is the key to turning organizations into places where effective people create lasting results.


	Anyone who wants to improve their organization.
	3 days
	13-15 Nov 2002 (tentative)


	DISA
	Data Communications and Troubleshooting
	Provides technical controllers and telecommunications personnel a basic understanding of the theories and fundamentals of telecommunications. The last day and a half will be hands-on training.

	Technicians working in technical control facilities and communications centers.
	3 days
	Dec 2002 (tentative)
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