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MEMORANDUM FOR Joint Command Information Systems Activity (JCISA) Security Division

SUBJECT:  Designated Approval Authority (DAA) Accreditation for ____________________ ________________________________

Reference:  DODINST 5200.40, DoD Information Technology Security Certification and Accreditation Process (DITSCAP), 30 Dec 97

1.  In accordance with the provisions of reference, and based on the information provided in this accreditation report, I accredit the ________________________________________ as described in the System Security Authorization Agreement (SSAA).  The __________________________ is located in Bldg ____, Room ____, Camp ___________________, Korea.  This accreditation is my formal declaration that appropriate Information Systems (IS) security safeguards have been properly implemented and have achieved an acceptable level of risk.

2.  The _______________________________ shall operate at the Secret ROK/US level only with no connectivity to any higher classified network.

3.  This accreditation is valid for three years form the date of my signature, unless there is a change affecting the IS security posture.  Any significant change in configuration, mode of operation, classes of data or other modifications must be evaluated to determine its impact on the accreditation status.

4.  A copy of this accreditation statement with supporting documentation will be retained by

________________________________________________ as a permanent record.
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